First Time at SANS?

Please attend our Welcome to SANS talk designed to help you get the most from your SANS training experience.

**Bryan Simon**  
**Thursday, December 12**  
8:00am – 8:30am

**Location:**  
**International Ballroom East (CONCOURSE LEVEL)**
**GENERAL INFORMATION**

**Event Check-In | Badge & Courseware Distribution**
*Coats Room (Terrace Level)*
**Tue, December 10** (2-Day Courses) ................. 8:00am – 9:00am

*Terrace Foyer (Terrace Level)*
**Wed, December 11** ........................................ 5:00pm – 7:00pm
**Thu, December 12** ........................................ 7:00am – 9:00am

**Registration Support**
*Coats Room (Terrace Level)*
**Thu, December 12** ........................................ 9:00am – 6:00pm
**Fri, December 13 – Mon, December 16** ........... 8:00am – 5:00pm
**Tue, December 17** ........................................ 8:00am – 2:00pm

**Internet Café**
*Concourse Foyer (Concourse Level)*
**Thu, December 12** ........................................ Opens at Noon
**Fri, December 13 – Mon, December 16** ........... Open 24 hours
**Tue, December 17** ........................................ Closes at 2:00pm

**Course Times**
*All full-day courses will run from 9:00am - 5:00pm (unless noted)*

**Course Breaks**
Morning Coffee .............................................. 7:00am – 9:00am
Morning Break ............................................... 10:30am – 10:50am
Lunch (ON YOUR OWN) ................................... 12:15pm – 1:30pm
Afternoon Break ............................................ 3:00pm – 3:20pm

**Feedback Forms and Course Evaluations**
The SANS planning committee wants to know what we should keep doing and what we need to improve – but we need your help! Please take a moment to fill out an evaluation form after each course day and bonus session and drop it in the evaluation box.

**Wear Your Badge**
To confirm you are in the right place, SANS Work-Study participants will be checking your badge for each course and event you enter. For your convenience, please wear your badge at all times.

**Bootcamp Sessions and Extended Hours**
The following classes have evening bootcamp sessions or extended hours. For specific times, please refer to pages 4-7.

**Bootcamps (Attendance Mandatory)**
- **SEC401**: Security Essentials Bootcamp Style
- **SEC503**: Intrusion Detection In-Depth
- **SEC511**: Continuous Monitoring and Security Operations
- **SEC540**: Cloud Security and DevOps Automation
- **SEC555**: SIEM with Tactical Analytics
- **SEC660**: Advanced Penetration Testing, Exploit Writing, and Ethical Hacking
- **MGT414**: SANS Training Program for CISSP® Certification

**Extended Hours:**
- **SEC455**: SIEM Design & Implementation
- **SEC501**: Advanced Security Essentials – Enterprise Defender
- **SEC504**: Hacker Tools, Techniques, Exploits & Incident Handling
- **SEC560**: Network Penetration Testing and Ethical Hacking

**Photography Notice**
SANS may take photos of classroom activities for marketing purposes. Cyber Defense Initiative® 2019 attendees grant SANS all rights for such use without compensation, unless prohibited by law.
COURSE SCHEDULE

START DATE: **Tuesday, December 10**
*Time: 9:00am – 5:00pm (Unless otherwise noted)*

**SEC440: Critical Security Controls: Planning, Implementing, and Auditing**
Randy Marchany ...................... Holmead East (LOBBY)

**SEC455: SIEM Design & Implementation**
John Hubbard ....................... Holmead West (LOBBY)
*Extended Hours: 9:00am – 6:00pm (Day 1)*
*8:00am – 5:00pm (Day 2)*

**SEC534: Secure DevOps: A Practical Introduction**
Ben Allen. .............................. Jay (LOBBY)

**SEC564: Red Team Exercises & Adversary Emulation**
Jorge Orchilles ........................ Morgan (LOBBY)

**SEC580: Metasploit Kung Fu for Enterprise Pen Testing**
Jeff McJunkin. ........................ Oak Lawn (LOBBY)

**MGT415: A Practical Introduction to Cyber Security Risk Management**
Russell Eubanks. ........................ Northwest (LOBBY)

**MGT433: SANS Security Awareness: How to Build, Maintain, and Measure a Mature Awareness Program**
Lance Spitzner .......................... Kalorama (LOBBY)

Start Date: **Thursday, December 12**
*Time: 9:00am – 5:00pm (Unless otherwise noted)*

**SEC301: Introduction to Cyber Security**
Keith Palmgren. ........................ Jefferson West (CONCOURSE)

**SEC401: Security Essentials Bootcamp Style**
Bryan Simon. ............................ Monroe (CONCOURSE)
*Hours: 9:00am – 7:00pm (Days 1-5)*

**SEC450: Blue Team Fundamentals: Security Operations and Analysis**
John Hubbard, Mark Orlando ...................... Jay (LOBBY)

**SEC460: Enterprise Threat and Vulnerability Assessment**
Matthew Toussain. ........................ Dupont (TERRACE)

**SEC487: Open-Source Intelligence (OSINT) Gathering and Analysis**
Micah Hoffman. .......................... Fairchild East (TERRACE)

Paul A. Henry. ............................ Northwest (LOBBY)
*Hours: 9:00am – 7:00pm (Day 1)*

**SEC503: Intrusion Detection In-Depth**
David Hoelzer. ............................ Columbia Hall 8 (TERRACE)
*Hours: 9:00am – 7:00pm (Days 1-5)*

**SEC504: Hacker Tools, Techniques, Exploits & Incident Handling**
Michael Murr. ............................. Lincoln East (CONCOURSE)
*Hours: 9:00am – 7:15pm (Day 1)*

**SEC505: Securing Windows and PowerShell Automation**
Jason Fossen. ............................. Columbia Hall 7 (TERRACE)

**SEC511: Continuous Monitoring and Security Operations**
Eric Conrad. ............................. Embassy (TERRACE)
*Hours: 9:00am – 7:00pm (Days 1-5)*

**SEC530: Defensible Security Architecture and Engineering**
Ismael Valenzuela ........................ Georgetown West (CONCOURSE)

**SEC540: Cloud Security and DevOps Automation**
Brandon Evans, Eric Johnson .......... Columbia Hall 3 (TERRACE)
*Hours: 9:00am – 7:00pm (Days 1-4)*

**SEC542: Web App Penetration Testing and Ethical Hacking**
Hassan El Hadary. ........................ Columbia Hall 5 (TERRACE)

**SEC545: Cloud Security Architecture and Operations**
Dave Shackleford ........................ Int’l Ballroom East (CONCOURSE)

**SEC555: SIEM with Tactical Analytics**
Justin Henderson, Don Murdoch .......... Kalorama (LOBBY)
*Bootcamp Hours: 5:00pm – 7:00pm (Course days 1-5)*

**SEC560: Network Penetration Testing and Ethical Hacking**
Jeff McJunkin. ............................ Int’l Ballroom Center (CONCOURSE)
*Hours: 9:00am – 7:15pm (Day 1)*

**SEC566: Implementing and Auditing the Critical Security Controls – In-Depth**
Brian Ventura ............................. Holmead East (LOBBY)

**SEC573: Automating Information Security with Python**
Mark Baggett ............................. Holmead West (LOBBY)

**SEC599: Defeating Advanced Adversaries – Purple Team Tactics & Kill Chain Defenses**
Bryce Galbraith ........................... Columbia Hall 6 (TERRACE)
COURSE SCHEDULE

SEC660: Advanced Penetration Testing, Exploit Writing, and Ethical Hacking
Stephen Sims ...................... Lincoln West (CONCOURSE)
Hours: 9:00am – 7:00pm (Days 1-5)

FOR500: Windows Forensic Analysis
Ovie Carroll .................... Columbia Hall 9/10 (TERRACE)

FOR508: Advanced Incident Response, Threat Hunting, and Digital Forensics
Chad Tilbury ...................... Jefferson East (CONCOURSE)

FOR572: Advanced Network Forensics: Threat Hunting, Analysis, and Incident Response
Philip Hagen, Joshua Lemon ....... Columbia Hall 12 (TERRACE)

FOR578: Cyber Threat Intelligence
Jake Williams .................... Int’l Ballroom West (CONCOURSE)

FOR585: Smartphone Forensic Analysis In-Depth
Terrance Maguire ................ Fairchild West (TERRACE)

FOR610: Reverse-Engineering Malware: Malware Analysis Tools and Techniques
Ryan Chapman, Anuj Soni ........ Gunston (TERRACE)

MGT414: SANS Training Program for CISSP® Certification
David R. Miller .................... Oak Lawn (LOBBY)
Hours: 9:00am – 7:00pm (Day 1)
8:00am – 7:00pm (Days 2-5)
8:00am – 5:00pm (Day 6)

MGT512: Security Leadership Essentials for Managers
My-Ngoc Nguyen ................. Columbia Hall 4 (TERRACE)

MGT514: Security Strategic Planning, Policy, and Leadership
Frank Kim ....................... Columbia Hall 11 (TERRACE)

AUD507: Auditing & Monitoring Networks, Perimeters, and Systems
Clay Risenhoover ................. Morgan (LOBBY)

ICS410: ICS/SCADA Security Essentials
Christopher Robinson,
Justin Searle ...................... Columbia Hall 1/2 (TERRACE)

ICS515: ICS Active Defense and Incident Response
Robert M. Lee .................... Piscataway (LOBBY)

ICS612: ICS Cyber Security In-Depth
Tim Conway, Jason Dely,
Jeffrey Shearer .................... Georgetown East (CONCOURSE)

---

Add a GIAC Certification to your SANS training at Cyber Defense Initiative® 2019 and SAVE $300!

In the information security industry, certification matters. GIAC Certifications offer skills-based certifications that go beyond high-level theory and test true hands-on and pragmatic skill sets that are highly regarded.

Pay just $799 when you bundle your certification attempt with your SANS training course during Cyber Defense Initiative® 2019 for a savings of $300! After this event is over, the alumni bundle price goes to $1,149.

Stop by the Registration Support Desk or via your Portal Account www.sans.org/account/login?url=history to add your GIAC certification attempt before the last day of class for the discount.

Find out more about GIAC at www.giac.org or call 301-654-7267.
BONUS SESSIONS

Enrich Your SANS Experience!

*Morning and evening talks by our faculty and selected subject-matter experts help you broaden your knowledge, get the most for your training dollar, and hear from the voices that matter in network and computer security.*

WEDNESDAY, DECEMBER 11

SPECIAL EVENT

SANS Cyber Defense Initiative® 2019 Welcome Reception

Wed, December 11 | 5:00pm – 7:00pm | Columbia West Foyer (TERRACE)

Kick off your SANS training experience at the SANS Cyber Defense Initiative® 2019 Welcome Reception. Be part of this premier event and join the industry’s most powerful gathering of cybersecurity professionals.

THURSDAY, DECEMBER 12

SPECIAL EVENT

General Session – Welcome to SANS

Speaker: Bryan Simon

Thu, December 12 | 8:00am – 8:30am | Int’l Ballroom East (CONCOURSE)

Join SANS Principal Instructor Bryan Simon for a 30-minute overview to help you get the most out of your SANS training experience. You will receive event information and learn about programs and resources offered by SANS. This brief session will answer many questions and get your training experience off to a great start. This session will be valuable to all attendees but is highly recommended for first-time attendees.

SPECIAL EVENT

IBM Product Test Drive: Intelligent Analysis with IBM’s i2

Speaker: Christopher Fritz

Thu, December 12 | 6:30pm – 8:30pm | Columbia Hall 9/10 (TERRACE)

In this interactive session, learn how to use an intelligence analysis tool to hunt for cyber and physical threats. From national security and defense, to cyber and enterprise-wide threats, IBM i2 combines internal and external data sources to give you complete visibility through its powerful link analysis engine. Combine network data, social media, HR records, and other sources to see your full threat landscape in one solution.

Space is limited, please register by visiting: sans.org/IBM

FRIDAY, DECEMBER 13

SPECIAL EVENT

GIAC Overview Presentation

Speaker: Kim Lucht

Fri, December 13 | 6:15pm – 7:00pm | Columbia Hall 5 (TERRACE)

GIAC Certifications is the leading provider and developer of information security certifications. GIAC tests and validates the ability of practitioners in cyber defense, pen testing, forensics, software security, management, and ICS. GIAC certification holders are recognized as experts in the IT industry and are sought after globally by government and military agencies and industry to protect the cyber environment. Join us for an informational presentation along with a Q&A session. We’ll cover everything from why you should get certified to what testing looks like, how to keep certifications current, and more. GIAC Certifications staff will be present to answer your questions before and after the presentation.

SPECIAL EVENT

Women’s CONNECT

Fri, December 13 | 6:15pm – 7:15pm | Concourse Foyer (CONCOURSE)

This event is a great opportunity to learn more about SANS programs supporting women and to meet and network with other attendees. Beverages and appetizers will be served. All are welcome, regardless of gender. The event provides a venue to make connections to support and mentor others, advance your career, and network and learn from fellow attendees.

Space is limited, please register by visiting: sans.org/womens_connect
OSINT Missing Persons CTF
Hosted by Micah Hoffman in partnership with Trace Labs
Fri, December 13 & Sat December 14
6:30pm – 9:30pm  |  Int’l Ballroom West (CONCOURSE)
In partnership with Trace Labs – which provides crowd-sourced, open-source intelligence (OSINT) capture-the-flag (CTF) events for actual missing persons – SANS is offering a non-theoretical contest known as Missing Persons CTF. As part of this event, participants work in teams to crowd-source the collection of OSINT to help law enforcement locate missing persons. In the information security community, a typical CTF will be of a technical nature where flags are hidden within pre-configured servers/virtual machines that contestants have to obtain using hacking techniques to gain points. The Missing Persons CTF differs by having different flag categories based on pieces of information that law enforcement would look to gather to aid in a missing persons case. Participants compete in teams to discover new pieces of intelligence about people who have been reported missing to local law enforcement and then submit those data points to the CTF scoring system. A panel of judges will then assign points to the team based on the type of data reported. No prior experience in OSINT or CTFs is required! If you can Google, you can succeed in this event! This event provides an opportunity for us to do #OSINTForGood knowing that we are doing work that might impact real lives and actual missing persons. The intel gathered from the CTF participants is provided directly to law enforcement as quickly as possible so that they can continue to work the cases and hopefully bring them to resolution.
Space is limited, please register by visiting: sans.org/OSINT

Cloud Security Automation:
From Infrastructure to App
Speaker: Frank Kim
Fri, December 13  |  7:15pm – 8:15pm  |  Columbia Hall 7 (TERRACE)
In this presentation, you will learn how to leverage security automation in your cloud infrastructure, DevOps pipeline, and applications. Using the open-source Cloud Custodian tool you’ll see how AWS CloudTrail, CloudWatch, and Lambda are used to implement automated infrastructure monitoring and remediation. Then you’ll see how DevOps security automation and Infrastructure as Code is used to build a Blue/Green deployment infrastructure to quickly patch critical security vulnerabilities. Finally, using the open-source AWS WAF Security Automations project you’ll see how it can be automatically deployed via your Jenkins CI/CD pipeline, how the WAF leverages Lambda for automation, and how it automatically blocks critical application vulnerabilities.

Evolving Threats
Speaker: Paul A. Henry
Fri, December 13  |  7:15pm – 8:15pm  |  Columbia Hall 5 (TERRACE)
For nearly two decades defenders have fallen into the “Crowd Mentality Trap” and have simply settled on doing the same thing everyone else was doing. At the same time, attackers have clearly evolved both in terms of malware delivery vectors and attack methodology. Today our defenses focus primarily on the gateway and on attempting to outwit attackers’ delivery methods. This leaves us woefully exposed and according to a recent Data Breach Report has resulted in 3,765 incidents, 806 million records exposed, and $157 billion in data breach costs in only the past six years. The Evolving Threats presentation is updated monthly and provides insight into mitigations of our most current threats.

Virtuous Cycles: Rethinking the SOC for Long-Term Success
Speaker: John Hubbard
Fri, December 13  |  8:15pm – 9:15pm  |  Columbia Hall 7 (TERRACE)
Many Security Operations Centers (SOCs) have a burnout problem that leads to negativity and constant turnover. With the cybersecurity talent shortage, keeping the people we have will only become increasingly important. The problem is that “Tier 1” and other SOC roles historically seem to quickly burn people out. So what can we do? While the field of psychology understands the factors that cause burnout, many SOCs do not take the time to do the research and create an environment to fight it. Though meticulously defined process and analyst tiering may be the norm, does it lead to sacrificing quality and happiness in the long term? Using science-backed research on intrinsic motivation and studies on SOC burnout factors, this talk will make the case that it’s time to reconsider how we structure SOCs in order to create long-term success that benefits both the individual and the organization.

SIEMtervention: Moving SIEM from Collection to Detection
Speaker: Justin Henderson
Fri, December 13  |  8:15pm – 9:15pm  |  Columbia Hall 9/10 (TERRACE)
Commercial off-the-shelf products are rarely the majestic unicorn the vendor makes them out to be. As security professionals, we all have our fair share of complaints about the SIEM we invested in and the functionality promised. But what if we told you that with actionable dashboards, log enrichment, and tactical analytics, we can relieve your frustration and give added value to your investment?
SATURDAY, DECEMBER 14

SPECIAL EVENT

Coffee & Donuts with the College Students

Sat, December 14 | 7:30am – 9:00am | Columbia West Foyer (TERRACE)

Get the inside scoop on what it’s like to pursue a graduate degree in cybersecurity from SANS from like-minded information security professionals currently enrolled in SANS graduate programs. SANS’ regionally accredited graduate program, the SANS Technology Institute, combines SANS technical training and certifications with leadership and management curriculum specifically designed for the unique needs of aspiring leaders. Find out how the class you’re taking this week may be applied towards a master’s degree or graduate certificate program. Visit www.sans.edu for complete information on curriculum, admissions, and funding options.

SANS@NIGHT

Failing to Succeed in Cyber Security and Risk Management

Speaker: My-Ngoc Nguyen

Sat, December 14 | 7:15pm – 8:15pm | Columbia Hall 9/10 (TERRACE)

The word “failure” (the other bad “F word”) has such a negative connotation, especially in the cybersecurity realm. This is because we are taught at an early age that an F is really bad. But is it? This talk will discuss how we need to fail forward in order to succeed and improve our ability to manage risk. Managing risk is a complicated aspect of effective cybersecurity. In order to get better at it, we need to embrace calculated failures and mature our risk model.

SANS@NIGHT

Building and Operating an OT/ICS Security Operations Center

Speaker: Robert M. Lee

Sat, December 14 | 7:15pm – 8:15pm | Columbia Hall 7 (TERRACE)

Security operations constitute an important aspect of countering targeted cyber threats. As organizations look at their industrial networks, such as operations technology (OT) and industrial control systems (ICS), the question that comes up is whether to incorporate them into the IT SOC or establish an OT SOC. This presentation will walk through that decision process, right-sizing security for your organization as it relates to OT/ICS, and examine how to build and operate the OT SOC (whether it’s a dedicated entity or integrated).

SANS@NIGHT

Putting MITRE ATT&CK™ into Action with What You Have, Where You Are

Speaker: Katie Nickels

Sat, December 14 | 8:15pm – 9:15pm | Columbia Hall 5 (TERRACE)

MITRE ATT&CK has become widely adopted in the community as a way to frame adversary behaviors and improve defenses. But how can you use it for your team with what you have, where you are? Katie Nickels will break down the ATT&CK knowledge base so you understand how you can put it into action. She will explain the philosophy and approach behind ATT&CK, then dive into how you can use it, whether you’re a one-person shop or an advanced Security Operations Center. Katie will cover how you can use ATT&CK for detection, threat intelligence, assessments, and red teaming, with a focus on actionable takeaways to help your team move toward a threat-informed defense.

SANS@NIGHT

Who’s in Your Wallet?
Capital One Debrief and Post Mortem

Speaker: Eric Johnson

Sat, December 14 | 8:15pm – 9:15pm | Columbia Hall 7 (TERRACE)

Join Eric Johnson for a walkthrough of the Capital One breach. We will demonstrate how the attacker compromised Amazon Web Services virtual machine credentials, gained access to privileged resources, and exfiltrated data from the account. The conversation then shifts to a post mortem discussion about cloud security controls that could have prevented or limited the blast radius of the attack.
Hands-On Information
Security Challenges

“NetWars takes the concepts in the class and gives you an opportunity to put them into action. Highly recommended!”

– Kyle McDaniel, Lenovo

All students who register for a 5- or 6-day course are eligible to play NetWars for FREE.

Space is limited. Please visit the Registration Support desk to register today.
EXHIBITOR EVENTS

Solutions Expo Events

Networking Lunch
Fri, December 13 | 12:00pm – 1:30pm
Columbia Foyer & Int’l Terrace West (TERRACE)

Join our sponsoring exhibitors and fellow attendees on the expo floor for an introduction to solutions and services that showcase the leading options in information security. Take time to browse the expo floor and get introduced to providers and their solutions that align with the security challenges being discussed in class.

Luncheon sponsors include:

PLATINUM
IBM

GOLD
Anomali
Cequence
Cisco
DomainTools
Fidelis
Qualys
VMRay

SILVER
A10 Networks
Arctic Wolf Networks
Argent
Armis
BluVector
Centripetal
Corelight
Eclypsium
Keysight
King & Union
RSA
SentinelOne
Swimlane
ThreatConnect
ThreatQuotient
ZeroNorth

Evening Reception
Fri, December 13 | 5:15pm – 6:15pm
Columbia Foyer & Int’l Terrace West (TERRACE)

Passport To Prizes Drawing at 6:00pm

All attendees are invited to meet with established and emerging solution providers as they reveal the latest tools and technologies critical to information security. The SANS Solutions Expo showcases product offerings from key technology providers in the commercial tools and services market. Vendors arrive prepared to interact with a technically savvy audience. You’ll find demonstrations and product showcases that feature all the best that the security industry has to offer!

Exhibitor-Sponsored Lunch & Learns

These presentations feature a light meal and refreshments provided by the sponsor. Registration is required and space is limited. Note: attendee contact information will be shared with the sponsor. Sign up at Exhibitor Registration.

ENTER TO WIN

NETWARS CONTINUOUS

4-month subscription to NetWars: Core Continuous
(value of $3,220)

Sign up before 6:00pm on December 13th. Winner will be chosen during the Evening Reception. You do not have to be present to win. Sign up in International Terrace West*

*Contact information will be shared with the sponsors.
**EXHIBITOR LUNCH & LEARNS**

**THURSDAY, DECEMBER 12**

**ANOMALY**

One-Stop Shopping – Evaluating and Integrating External Sources
Speaker: Joe Gehrke, Solutions Architect
Thu, December 12 | 12:30pm – 1:15pm | Jefferson East (CONCOURSE)

**DOMAINTOOLS**

Prioritizing Investigations with Domain & DNS-Based Adversary Intelligence
Speaker: Jackie Abrams, Principal Product Manager
Thu, December 12 | 12:30pm – 1:15pm | Columbia 5 (TERRACE)

**Qualys.**

Sponsored Lunch & Learn
Thu, December 12 | 12:30pm – 1:15pm | Columbia 8 (TERRACE)

**CASCO**

Secure and Protect Your Users Everywhere
Speaker: Olauhdo Stubbs, Consulting Systems Engineer, Cloud Security
Thu, December 12 | 12:30pm – 1:15pm | Jefferson West (CONCOURSE)

**IBM**

Defeat Cyber Insider Threats with IBM’s Threat Management Solutions
Speakers: Christopher Fritz, Z/OS UNIX Function Test Lead
Alexandra Hurtado, Cybersecurity Technical Specialist
Thu, December 12 | 12:30pm – 1:15pm | Columbia 7 (TERRACE)

**VMRAY**

Evade Me If You Can: An Inside Look at Malware Evasion Techniques
Speaker: Ben Abbott, Solutions Engineer
Thu, December 12 | 12:30pm – 1:15pm | Columbia 9/10 (TERRACE)

**SATURDAY, DECEMBER 14**

**SEQUENCE**

Bulletproof Proxies: How Large Scale Attacks Hide in Plain Sight
Speaker: Eric Bucher, Field Solutions Engineer
Sat, December 14 | 12:30pm – 1:15pm | Lincoln East (CONCOURSE)

**Fidelis Cybersecurity**

Elevating Enterprise Security: Simplifying the Life of a Security Analyst
Speaker: Jerry Mancini, SVP of Engineering
Sat, December 14 | 12:30pm – 1:15pm | Monroe (CONCOURSE)
Sample the tastes and sounds of the nation’s capital without ever leaving the hotel. The Washington Hilton features several Washington, DC dining options, each offering a uniquely Washingtonian atmosphere and featuring some of the most savory cuisine in the nation’s capital. From casual dining to a relaxing cocktail, we do our best to cater to your every taste!

FOUR OAKS
Enjoy a contemporary urban neighborhood gathering place featuring an indulgent American breakfast table. The lunch menu features a variety of regionally inspired comfort foods and seasonal dishes with high-quality, fresh ingredients. Four Oaks Restaurant is open for breakfast and lunch.

MCCLELLAN’S SPORTS BAR
McClellan’s Sports Bar is the best spot to watch the game and unwind after a long day of travel and meetings. It offers a wide selection of draft beer including local craft beers and spirits. McClellan’s is the ideal Washington DC dining option with great food, the perfect beverage, and comfortable seating. With 15 flat screen televisions and a championship shuffleboard table you will be sure to enjoy the evening.

SIDECAR
Situated in the heart of Washington Hilton’s lobby, Sidecar is the ideal spot to meet, mingle or unwind. Enjoy classic cocktails and an extensive selection of wines by the glass. Your experience may be complemented with a selection of locally-inspired dishes including signature flatbreads and small plates that are perfect for sharing.

THE COFFEE BEAN & TEA LEAF
Enjoy DC’s best-kept secret at The Coffee Bean & Tea Leaf, conveniently located on the Lobby Level of the Washington Hilton. Start your day with your favorite espresso style beverage, either hot or iced, or enjoy one of our featured loose teas. The Coffee Bean & Tea Leaf is the perfect place to grab a flaky pastry, filling sandwich, or fresh salad. Your selections are also available for easy pick up or in-room delivery.
UPCOMING SANS TRAINING EVENTS

<table>
<thead>
<tr>
<th>Location</th>
<th>City, State</th>
<th>Dates</th>
</tr>
</thead>
<tbody>
<tr>
<td>Austin Winter</td>
<td>Austin, TX</td>
<td>Jan 6-11</td>
</tr>
<tr>
<td>Miami</td>
<td>Miami, FL</td>
<td>Jan 13-18</td>
</tr>
<tr>
<td>Anaheim</td>
<td>Anaheim, CA</td>
<td>Jan 20-25</td>
</tr>
<tr>
<td>Security East</td>
<td>New Orleans, LA</td>
<td>Feb 1-8</td>
</tr>
<tr>
<td>N. VA – Fairfax</td>
<td>Fairfax, VA</td>
<td>Feb 10-15</td>
</tr>
<tr>
<td>New York City</td>
<td>New York, NY</td>
<td>Feb 10-15</td>
</tr>
<tr>
<td>Scottsdale</td>
<td>Scottsdale, AZ</td>
<td>Feb 17-22</td>
</tr>
<tr>
<td>San Diego</td>
<td>San Diego, CA</td>
<td>Feb 17-22</td>
</tr>
<tr>
<td>Jacksonville</td>
<td>Jacksonville, FL</td>
<td>Feb 24-29</td>
</tr>
<tr>
<td>N. VA – Reston Spring</td>
<td>Reston, VA</td>
<td>Mar 2-7</td>
</tr>
<tr>
<td>St. Louis</td>
<td>St. Louis, MO</td>
<td>Mar 8-13</td>
</tr>
<tr>
<td>Dallas</td>
<td>Dallas, TX</td>
<td>Mar 9-14</td>
</tr>
<tr>
<td>Norfolk</td>
<td>Norfolk, VA</td>
<td>Mar 16-21</td>
</tr>
<tr>
<td>San Francisco Spring</td>
<td>San Francisco, CA</td>
<td>Mar 16-27</td>
</tr>
<tr>
<td>Seattle Spring</td>
<td>Seattle, WA</td>
<td>Mar 23-28</td>
</tr>
<tr>
<td>Philadelphia</td>
<td>Philadelphia, PA</td>
<td>Mar 30 – Apr 4</td>
</tr>
<tr>
<td>SANS 2020</td>
<td>Orlando, FL</td>
<td>Apr 3-10</td>
</tr>
<tr>
<td>Bethesda</td>
<td>Bethesda, MD</td>
<td>Apr 14-19</td>
</tr>
<tr>
<td>Minneapolis</td>
<td>Minneapolis, MN</td>
<td>Apr 14-19</td>
</tr>
<tr>
<td>Boston Spring</td>
<td>Boston, MA</td>
<td>Apr 20-25</td>
</tr>
<tr>
<td>Pen Test Austin</td>
<td>Austin, TX</td>
<td>Apr 27 – May 2</td>
</tr>
<tr>
<td>Baltimore Spring</td>
<td>Baltimore, MD</td>
<td>Apr 27 – May 2</td>
</tr>
<tr>
<td>Security West</td>
<td>San Diego, CA</td>
<td>May 6-13</td>
</tr>
<tr>
<td>N. VA – Alexandria</td>
<td>Alexandria, VA</td>
<td>May 17-22</td>
</tr>
<tr>
<td>San Antonio</td>
<td>San Antonio, TX</td>
<td>May 17-22</td>
</tr>
<tr>
<td>Atlanta Spring</td>
<td>Atlanta, GA</td>
<td>May 26-31</td>
</tr>
</tbody>
</table>

Sign into your SANS account to enjoy these free resources at www.sans.org/account

Newsletters

NewsBites
Twice-weekly, high-level executive summaries of the most important news relevant to cybersecurity professionals.

OUCH!
The world’s leading monthly free security awareness newsletter designed for the common computer user.

@RISK: The Consensus Security Alert
A reliable weekly summary of newly discovered attack vectors, vulnerabilities with active new exploits, how recent attacks worked, and other valuable data.

Webcasts

Ask the Experts Webcasts
SANS experts bring current and timely information on relevant topics in IT security.

Analyst Webcasts
A follow-on to the SANS Analyst Program, Analyst Webcasts provide key information from our whitepapers and surveys.

WhatWorks Webcasts
The SANS WhatWorks webcasts bring powerful customer experiences showing how end users resolved specific IT security issues.

Tool Talks
Tool Talks are designed to give you a solid understanding of a problem, and how a vendor’s commercial tool can be used to solve or mitigate that problem.

Many Other Free Resources (SANS.org account not required)

- InfoSec Reading Room
- Top 25 Software Errors
- 20 Critical Controls
- Security Policies
- Intrusion Detection FAQs
- Tip of the Day
- Security Posters
- 20 Coolest Careers
- Security Glossary
- SCORE (Security Consensus Operational Readiness Evaluation)
Save the Date!

Cyber Defense Initiative® 2020
Washington, DC

December 14-19, 2020