Join us for

**SANS SOC Training 2021**

June 14–19 | US Eastern Time | netWars

*SANS Live Online: Interactive Cybersecurity Training Delivered Online from Anywhere*

SANS is committed to delivering high-quality cybersecurity training so you can keep your skills sharp and stay ahead of cyber threats. Join us for interactive training during SANS SOC Training 2021 – Live Online (EDT), and receive relevant, applicable training from wherever you are.

“The materials and instructors are excellent and the content is relevant to current security operations in any industry. The combination of labs and NetWars provides hands-on experience that really helps to understand the content.”

— Jerry Bunn, Digital Realty

**Benefits of Live Online:**

- Interactive, live-stream courses taught by real-world practitioners
- Real-time support from virtual TAs
- Dedicated chat channels for networking
- Online CTF events and virtual NetWars
- Hands-on labs in a virtual environment
- Courses include electronic and printed books
- Several courses align with GIAC certifications
- Archive of course lectures uploaded to your account daily during the event
- Four months of access to your course lectures so you can revisit the recordings

**Enhance your training experience. Add a GIAC Certification attempt and OnDemand Bundle to your course.**

Distinguish yourself as an information security leader and get certified with [GIAC Certifications](https://giac.org)

Extend your training experience with an [OnDemand Bundle](https://sans.org/ondemand/bundles). Receive four months of supplemental online review and 24/7 online access to your course lectures, materials, quizzes, and labs.

**Follow @SANSInstitute on Twitter!**

Join the conversation #SANSSOC

Course offerings are subject to change. Please see [sans.org/soc-training-2021](https://sans.org/soc-training-2021) for up-to-date agenda.
### Event Course List

<table>
<thead>
<tr>
<th>Course Code</th>
<th>Course Title</th>
<th>GIAC Certification(s)</th>
</tr>
</thead>
<tbody>
<tr>
<td>SEC401</td>
<td>Security Essentials Bootcamp Style</td>
<td>GSEC Security Essentials</td>
</tr>
<tr>
<td>SEC450</td>
<td>Blue Team Fundamentals: Security Operations &amp; Analysis</td>
<td></td>
</tr>
<tr>
<td>SEC487</td>
<td>Open-Source Intelligence (OSINT) Gathering and Analysis</td>
<td>GOSI Open Source Intelligence</td>
</tr>
<tr>
<td>SEC503</td>
<td>Intrusion Detection In-Depth</td>
<td>GCIA Intrusion Analyst</td>
</tr>
<tr>
<td>SEC511</td>
<td>Continuous Monitoring and Security Operations</td>
<td>GMON Continuous Monitoring</td>
</tr>
<tr>
<td>SEC530</td>
<td>Defensible Security Architecture and Engineering</td>
<td>GDSA Defensible Security Architecture</td>
</tr>
<tr>
<td>SEC555</td>
<td>SIEM with Tactical Analytics</td>
<td>GDSA Detection Analyst</td>
</tr>
<tr>
<td>SEC573</td>
<td>Automating Information Security with Python</td>
<td>GPYC Python Coder</td>
</tr>
<tr>
<td>SEC504</td>
<td>Hacker Tools, Techniques, Exploits, and Incident Handling</td>
<td>GCIH Incident Handler</td>
</tr>
<tr>
<td>SEC599</td>
<td>Defeating Advanced Adversaries – Purple Team Tactics &amp; Kill Chain Defenses</td>
<td>GDAT Defending Advanced Threats</td>
</tr>
<tr>
<td>SEC660</td>
<td>Advanced Penetration Testing, Exploit Writing &amp; Ethical Hacking</td>
<td>GXPN Exploit Researcher and Advanced Penetration Tester</td>
</tr>
<tr>
<td>MGT512</td>
<td>Security Leadership Essentials for Managers</td>
<td>GSLC Security Leadership</td>
</tr>
</tbody>
</table>

**Core NetWars Tournament**  
(FREE with any 5- or 6-Day SANS Course Registration)

**Cyber Defense NetWars Tournament**  
(FREE with any 5- or 6-Day SANS Course Registration)

For an up-to-date course list, please check the website at [sans.org/event/soc-training-2021/schedule](http://sans.org/event/soc-training-2021/schedule)

“The labs were really useful and provided me with the keys to delivering a successful project within our SOC back at work – so I found the labs invaluable.”  
– Steven Thomson, Astrazeneca Plc

“The combination of the instructor, classmates, written course materials, Live Online format, and the interactive labs was outstanding. I would recommend SANS courses to anyone interested in a challenging and interactive learning atmosphere.”  
– William N., U.S. Federal Government