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CLASS INFORMATION

SEC401: Security Essentials Bootcamp Style
Instructor: Bryan Simon
Bootcamp Hours: 5:00 PM – 7:00 PM (Course days 1–5)

SEC450: Blue Team Fundamentals: Security Operations and Analysis
Instructor: John Hubbard

SEC460: Enterprise and Cloud | Threat and Vulnerability Assessment
Instructors: Matthew Toussain, Nick Wiebelhaus

SEC487: Open-Source Intelligence (OSINT) Gathering and Analysis
Instructor: Micah Hoffman

SEC488: Cloud Security Essentials
Instructors: Ryan Nicholson, Serge Borso

Instructor: Ross Bergman
Extended Hours: 5:00 PM – 7:00 PM (Course day 1)

SEC503: Intrusion Detection In-Depth
Instructor: David Hoelzer
Bootcamp Hours: 5:00 PM – 7:00 PM (Course days 1–5)

SEC504: Hacker Tools, Techniques, Exploits, and Incident Handling
Instructor: Joshua Wright
Extended Hours: 5:00 PM – 7:15 PM (Course day 1)

SEC505: Securing Windows and PowerShell Automation
Instructor: Jason Fossen

SEC511: Continuous Monitoring and Security Operations
Instructor: Seth Misener
Bootcamp Hours: 5:00 PM – 7:00 PM (Course days 1–5)

SEC530: Defensible Security Architecture and Engineering
Instructor: Ismael Valenzuela

SEC542: Web App Penetration Testing and Ethical Hacking
Instructor: Timothy McKenzie

SEC555: SIEM with Tactical Analytics
Instructor: Justin Henderson

SEC560: Network Penetration Testing and Ethical Hacking
Instructor: Tim Medin

SEC573: Automating Information Security with Python
Instructor: Mark Baggett

SEC575: Mobile Device Security and Ethical Hacking
Instructor: Christopher Crowley

SEC588: Cloud Penetration Testing
Instructor: Moses Frost

SEC599: Defeating Advanced Adversaries – Purple Team Tactics & Kill Chain Defenses
Instructor: Bryce Galbraith

SEC617: Wireless Penetration Testing and Ethical Hacking
Instructor: Larry Pesce

SEC660: Advanced Penetration Testing, Exploit Writing, and Ethical Hacking
Instructor: Stephen Sims
Bootcamp Hours: 5:00 PM – 7:00 PM (Course days 1–5)

SEC699: Purple Team Tactics – Adversary Emulation for Breach Prevention & Detection
Instructor: Erik Van Buggenhout

SEC760: Advanced Exploit Development for Pen Testers
Instructor: Jaime Geiger
Bootcamp Hours: 5:00 PM – 7:00 PM (Course days 1–5)

FOR308: Digital Forensics Essentials
Instructor: Kathryn Hedley

FOR498: Battlefield Forensics & Data Acquisition
Instructor: Eric Zimmerman

FOR500: Windows Forensic Analysis
Instructor: Chad Tilbury

FOR508: Advanced Incident Response, Threat Hunting, and Digital Forensics
Instructor: Mike Pilkington

FOR518: Mac and iOS Forensic Analysis & Incident Response
Instructor: Sarah Edwards

FOR572: Advanced Network Forensics: Threat Hunting, Analysis, and Incident Response
Instructor: Philip Hagen

FOR585: Smartphone Forensic Analysis In-Depth
Instructor: Heather Mahalik

FOR610: Reverse-Engineering Malware: Malware Analysis Tools and Techniques
Instructor: Lenny Zeltser

MGT414: SANS Training Program for CISSP® Certification
Instructor: Eric Conrad
Extended Hours: 9:00 AM – 7:00 PM (Course day 1), 8:00 AM – 7:00 PM (Course days 2–5), 8:00 AM – 5:00 PM (Course day 6)

MGT525: IT Project Management & Effective Communication
Instructor: Jeff Frisk

All courses will run 9:00 AM – 5:00 PM EDT (unless noted)
Enhance your training experience. Add a GIAC Certification attempt and OnDemand Bundle to your course.

Distinguish yourself as an information security leader and get certified with GIAC Certifications. giac.org

Extend your training experience with an OnDemand Bundle. Receive four months of supplemental online review and 24/7 online access to your course lectures, materials, quizzes, and labs. sans.org/ondemand/bundles

To receive the discounted rate, you must sign up before Monday, March 29th at 8:00 PM EDT

•   Add to your order via your Portal Account: sans.org/account
•   Call or e-mail SANS Registration:
    1-301-654-SANS (7267) | registration@sans.org